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RuggedVPN Stable Firmware Release April 24, 2018 – Version 2017102440/2018041200 

On top of our beautiful February stable release, this firmware release is bringing a couple of important bug fixes 
our partners have requested. 

If you wish to upgrade from a Classic firmware, please first update the router to the last stable Classic firmware 
release (Version 2015081830/2015102900 released on November 27th 2015). Please note that upgrading your 
firmware from Classic to RuggedVPN requires a Viprinet Lifetime Maintenance license to be in place. For more 
information, please check https://www.viprinet.com/vlm. It is possible to have Routers and Hubs running on the 
latest version of the Classic firmware connect to a device running RuggedVPN firmware. However, a compatibility 
mode will be used in this case, which limits performance and features. It is therefore not recommended to use 
such a setup in production permanently, but it is OK to have a Classic firmware device talk to a RuggedVPN 
firmware device while you are upgrading these devices. The Software VPN Client is available both based on 
Classic Firmware and alternatively based on the RuggedVPN firmware generation. Both versions are still 
supported, but we recommend migrating to the RuggedVPN one. 

The list below lists all new features and bug fixes compared to the previous stable RuggedVPN firmware release 
(Version 2017102440/2018020600 released on February 13, 2018). 

Please note that this stable release does not yet include the new WAN Optimizer feature. A dedicated beta 
firmware including WAN Optimizer is available through our support team and beta testers’ mailing list. 

Bug fixes 

• Having more than 256 routes could cause the dynamic routing engine and router startup to fail. 

• Fixed a bug that could cause routers to reboot once every 24 days. 

• Fixed a problem with dynamic routing that would randomly appear on startups. 

• Fixed WAN modules sometimes getting stuck in “Disconnecting” state, mostly seen with VDSL. 


